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Now more than ever, it is important to be aware of Ransomware attacks.  Ransomware is a malicious software ("malware") that locks or encrypts data on infected systems until a sum of money or ransom is paid.  Stay educated and protected by learning more about the most common indicators of this attack. 

Learn more





           
        

      

    








  
    
  

 







Business Email Compromise Attacks

Business email compromise (BEC) attacks are a significant financial threat to educational entities and, in some cases, can cause even more damage than ransomware.

Learn More





Vishing & Smishing: Scam calls and texts

Vishing (or voice phishing) and Smishing (or SMS phishing) are the use of fraudulent phone calls or text messages to trick people into giving money or revealing personal information.

More Info


















Data Privacy: Sound Practices

Taking steps toward protecting your data now could pay off big in the future. Log into the My UT Health Intranet for more information.

Learn More





Phish Bowl: Anti-Phishing Awareness

Check the Phish Bowl to verify if a suspicious email message you received is malicious or legitimate.

Catch the Phish

Phishing Prevention













  

  
            
  

      
      

 




Information Security Department

Contact Infosec directly at 210-567-0707 or infosec@uthscsa.edu







 

Chat with Service Desk

210-567-7777




 

Epic Support Desk

210-450-HELP or 210-450-4800




 

IMS Self-Service



IMS Self-Service information



Submit feedback - online form 




 
You can also follow us on Twitter:
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Information Security Department

7703 Floyd Curl Drive

San Antonio, TX 78229

210-567-0707
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We make lives better ®


The University of Texas Health Science Center at San Antonio, also called UT Health San Antonio, is a leading academic health center with a mission to make lives better through excellence in advanced academics, life-saving research and comprehensive clinical care including health, dental and cancer services.
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